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Sample 6-57
S A M P L E

VA Medical Center

(Location)

Emergency Management Program







(Date)

Standard Operating Procedure No. (  )

Subject:  Alerting and Warning Systems
1.
Description of the Threat/Event.  Steps that the Medical Center should follow in developing an alerting and warning system for emergencies and disasters.

2.
Impact on Mission Critical Systems.  N/A.

3.
Operating Units and Key Personnel with Responsibility to Manage this Threat/Event.

· Medical Center Director.

· Chief of Staff, etc.
4.
Mitigation/Preparedness Activities for the Threat/Event.
a.
Hazard Reduction Strategies and Resource Issues.  N/A.

b.
Preparedness Strategies and Resource Issues.

The Medical Center should designate a warning point (e.g., a function staffed 24 hours a day, 7 days a week, such as Police and Security).

5.
Warning Systems.
a.
External Warning Systems - Medical Center warning point Supervisors should contact the State and Local Police’s warning point(s), become familiar with the various community warning systems (e.g., tornado sirens, chemical industry alarms, dam failure/stream flow alarms, etc.), and which of them the Medical Center should be connected to.

b.
Internal Warning Systems - The Medical Center’s internal warning systems include fire, theft and other systems.

6.
Alerting Systems.

a.
External Alerting Systems - In many locations, no fixed external alerting systems exist.  In these cases, loudspeakers on Police vehicles can be used to alert and warn those out-of-doors.

b.
Internal Alerting Systems.

1)
Organization-wide.  Pre-scripted messages for use over the public address system for common problems (e.g., severe weather, evacuation due to fire, etc.) should be developed.

2)
Key Individuals.  Current contact information should be maintained on all key individuals.  Procedures should be developed for who should be called for what type of situations and where they should report.

7.
Response/Recovery from the Threat/Event.

a.
Event Control Strategies.
· Warning messages received from unofficial sources should be verified with official sources prior to taking action on the threat (Note to Writer:  For an exception, see sample SOP for Bomb Threat, Section 6, Sample 6-11 in the Emergency Management Program Guidebook).

· The warning point should follow procedure in alerting and warning organization-wide and/or key individuals.
b.
Event Monitoring Strategies.  Police and Security is responsible for warning-point operations.

c.
Recovery Strategies and Resource Issues.  Procedures should be revised based upon experience gained in actual events or drills.

8.
External Notification Procedures.

a.
Within VA.  VISN will be notified when the Medical Center implements its plan.

b.
Other Federal Agencies.  Support from other Federal agencies, such as General Services Administration (GSA), should be considered.

Occupational Safety & Health Administration (OSHA) - Notify within eight (8) hours of one (1) employee fatality, or three (3) employee hospitalizations resulting from a single incident.
c.
Community Entities and Local Governments.
· Local Emergency Management Agency.

· Local Hospital Association.

· Local and State Police Agencies.

9.
Specialized Staff Training.  Police and Security staff education should address alerting and warning procedures.

10.
References and Further Assistance.  N/A.

11.
Review Date.

(Name)

(Title)









































