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Samples for Hazards, Threats and Events Sample Standard Operating Procedures (SOPs)

1)
Naturally Occurring Events
6-1
Drought/Dust Storm

6-2
Earthquake
6-3
Fire Response
6-4
Flood
6-5
Hurricane
6-6
Thunderstorm/Lightning
6-7
Tornado
6-8
Tsunami
6-9
Volcanic Eruption
6-10
Winter Storm
2)
Human Related Events
6-11
Bomb Threat
6-12
Civil Disturbance
6-13
Cyber Attack
6-14
Hostage/Barricade Situation
6-15
Terrorist Threat
6-16
Violence in the Workplace
3)
Hazardous Materials Events
Biological Events

6-17
Generic Biological Agents
6-18
Anthrax Release in the Community or VA Medical Center
6-19
Smallpox Release in the Community or VA Medical Center
6-20
Respiratory Viral Outbreak Event (e.g., SARS or Pandemic Influenza)
Chemical Events

6-21
Chemical Event (External)
6-22
Chemical Event (Internal)
6-23
Patients with Radiation Exposure or Radioactive Contamination
6-24
Explosion - Internal VAMC Event (Engineering and Evacuation Considerations)
B.
Key Operational Events Standard Operating Procedures (SOPs)
1)
Business Continuity
6-25
Business Relocation
6-26
Communications
6-27
Critical Supplies Shortage
6-28
Patient Access to Services
6-29
Records Preservation
6-30
Staffing Shortages
6-31
VISTA and Other Computer Systems Disruptions
2)
Equipment, Plant and Utilities
6-32
Alarm Systems Failure
6-33
Electrical Power Failure
6-34
Elevators-Vertical Transport Failure
6-35
HVAC Failure
6-36
Room/Hood Exhaust Failure
6-37
Steam Distribution Failure
6-38
Internal Transport System Failure
6-39
Medical Gases System Failure
6-40
Roads and Grounds Blocked
6-41
Waste and Debris Removal
6-42
Water Delivery/Potability
6-43
Mission Critical Systems 
6-44
Infrastructure Management

6-45
NIMS Basic Resource Management

3)
Health and Medical
6-46
Alternate Care Sites
6-47
Healthcare First Receiver Decontamination
6-48
Trauma Management in a Mass Casualty Incident - Blasts/Explosions
6-49
Triage During a Mass Casualty Incident (MCI)
6-50
Trauma Management in a Mass Casualty Event - All Hazards Considerations
6-51
VHA Pharmaceutical Cache
6-52
Evacuation (Total)
6-53
Fatality Management
6-54
Mass Casualty Incident
6-55
Outreach
4)
Safety and Security
6-56
Alerting and Warning System
6-57
Facility Access Control
6-58
Lockdown - Heightened Security Procedures
6-59
Fire Suppression System Failure
6-60
Clinical Laboratory Biosafety and Biosecurity
Section 6 - Incident-Specific Planning
A.
Overview

In this Step, a Standard Operating Procedure (SOP) is developed for each priority hazard, threat or event.  Impacts on Mission-Critical Systems (MCS) are addressed in the format of the SOP, as are strategies for mitigation, preparedness, response and recovery.  SOPs include a Key Activity Management Tool and sample Incident Command System (ICS) structure.  SOPs are used to guide the initial response to an emergency, transitioning then to the Incident Action Planning process.  The National Incident Management System (NIMS) requires ICS to be incorporated into plans and procedures.  SOPs should be used in education, training and exercises, and revised based on After-Action Report (AAR) findings.
B.
Standard Operating Procedures (SOPs) and Readiness Plans

1.
SOPs are primarily designed to support initial response and recovery; and Readiness Plans are primarily designed to support mitigation and preparedness activities.  Sample Readiness Plans on Decontamination procedures, CBRNE (Chemical, Biological, Radiological, Nuclear, Explosive) events, Pharmacy Cache and others are found in Section 7.  These Readiness Plans are contained on the accompanying CD-ROM as sample documents [Biological Events (Respiratory Viral Outbreak Event, e.g., SARS or Pandemic Influenza); Patients with Radiation Exposure or Radioactive Contamination; Healthcare First Receiver Decontamination; Trauma Management; Triage During a Mass Casualty Incident (MCI); VHA Pharmaceutical Cache; and Lockdown/Heightened Security].  

2.
Sample SOPs.  Standard Operating Procedures (SOPs) have been developed to serve as guides for VA Medical Center (VAMC) staff to use in developing more detailed versions from the SOP sample template described below.  After the VAMCs develop their own SOPs, these become Incident Annexes to the Emergency Operations Plan (EOP), addressed in Section 4.  (A sample SOP template is included as Enclosure 6-1.)


The SOPs for hazards, threats and events are the outcome of the Hazards Vulnerability Analysis process described in Section 5.  Each of these describes mitigation, preparedness, response and recovery strategies and resource issues appropriate to the hazard, threat or event.  Each SOP is accompanied by a worksheet and a diagram.  The worksheet, Key Activity Management Tool, provides additional advice on what activities might need to be conducted.  The diagram, Key Activity Management Structure, illustrates which parts of the Incident Command System (ICS) may be activated to manage the activities.


The SOPs describe in more detail how to conduct the key activities in the Business Continuity; Equipment, Plant and Utilities; Safety and Security; and Health and Medical Groups [the Operations Section of the VAMC’s ICS (Figure 6.1, Enclosure 6-2)].

Note:
Some of these cross over as hazards/threats/events and, as such, contain the same two worksheets (e.g., communications disruption, VISTA/computer system disruption, fire suppression system failure and all of the activities found under the Equipment, Plant and Utilities Group).
3.
Working with the SOPs.  The sample documents are not intended to be comprehensive or cover all of the elements required for each particular VAMC.  They should, however, be used as a starting point and be used to document due diligence.  Some samples may address hazards found only in certain geographical areas, while others may apply to facilities across the country.  These samples should be customized by Operating Unit Managers to address conditions at a particular VAMC or Clinic.  Development of VAMC-specific SOPs will foster emergency management awareness, and help VAMC staff recognize the importance of their participation in emergency management planning.  SOPs should be “living” documents, revised as often as necessary to include current information on the conditions addressed.  

4.
Using the Key Activity Management Structure.  To select and fill in a key activity:

· Make sure the drawing toolbar is viewable.

1)
Click on View on the menu bar.

2)
Highlight Toolbars.
3)
Click on Drawing.
· Place the cursor on one of the circles to be selected.  The cursor will change to cross arrows when over the object.

· Click once to select the object.

· On the drawing toolbar, press the selection arrow to the right on the “fill color” tool.

· Select the color to fill the object.

· Repeat above steps for each selection.

C.
Related Standards
1.
The Joint Commission:
a.
EC.4.11, Managing the Consequences of Emergencies.  For each emergency identified in its HVA, the organization defines: 

5)
Mitigation activities designed to reduce the risk of and the potential damage due to an emergency. 

6)
Preparedness activities that will organize and mobilize essential resources.

7)
Response strategies and actions to be activated during the emergency.
8)
Recovery strategies and actions designed to help restore the systems that are critical to resuming normal care, treatment and services. 

b.
EC.4.14, Strategies for Managing Resources and Assets.
9)
The organization plans for evacuating (both horizontally and, when required by circumstances, vertically) when the environment cannot support care, treatment and services. 

10)
The organization plans for transporting patients, staff, medications and equipment to an alternate care site or sites when the environment cannot support care, treatment and services.

11)
The organization plans for transporting pertinent information, including essential clinical and medication-related information for patients to an alternate care site or sites when the environment cannot support care, treatment and services.

c.
EC.4.16, Strategies for Managing Staff.
1)
Staff roles and responsibilities are defined in the Emergency Operations Plan for all essential functions (clinical activities, communications, resources and assets, safety and security, and building utilities).

2)
Staff are assigned to manage activities associated with identified priority emergencies.

2.
Department of Homeland Security, National Incident Management System (NIMS).


Review and revise Standard Operating Procedures (SOPs) and Standard Operating Guidelines (SOGs) as appropriate, to incorporate NIMS components, principles, and policies.  (Established 2007, required 2007).

3.
National Fire Protection Association, Standard 1600.
5.11*
Operational Procedures.

5.11.1
The entity shall develop, coordinate, and implement operational procedures to support the program and execute its plans.

5.11.2*
Procedures shall be established and implemented for response to and recovery from the consequences of those hazards identified in Section 5.3 and shall address health and safety, incident stabilization, operational/business continuity, property conservation, and protection of the environment under the jurisdiction of the entity.

5.11.3
Procedures, including life safety, incident stabilization, operational/business continuity, and property conservation, shall be established and implemented for response to, and recovery from, the consequences of those hazards identified in Section 5.3.

5.11.4*
Procedures shall be in place to conduct a situation analysis that includes a needs assessment, damage assessment, and the identification of resources needed to support response and recovery operations.

5.11.5
Procedures shall allow for concurrent recovery and mitigation activities during emergency response.

5.11.6
Procedures shall be established for succession of management/government as required in 5.8.3.8.
D.
Important Additional Reading

1.
Emergency Management Principles and Practices for Health Care Systems:

Unit One: The Emergency Management Program

Pages 1-204 to 1-211

Unit Three: Healthcare System Emergency Response and Recovery

Pages 3-18 to 3-191

Available at: www.va.gov/emshg
2.
Hospital Incident Command System
Incident Planning Guides
Available at:  http://www.emsa.ca.gov/hics/ahpg.doc
E.
Cross-Referencing the 2008 Joint Commission Standards with the Sample SOPs
The VHA cannot predict the nature of a future emergency, nor can it predict the date of its arrival.  However, all of our medical centers can plan for managing the six critical areas of emergency response in order to assess their needs and prepare staff to respond to events most likely to occur regardless of the cause(s) of an emergency situation.  The six critical areas of emergency management are:

1.
Communications 

2.
Resources and Assets

3.
Safety and Security

4.
Staff Responsibilities 

5.
Utilities Management 

6.
Patient Clinical and Support Activities 


Following is a commentary on how the Guidebook currently addresses each of these topics and guidance on how the topics might be addressed in the future. 

1.
Communication  (EC.4.13)

a.
Introduction.  The medical center maintains reliable surveillance and communications capability to detect emergencies and communicate response efforts to the medical center’s response personnel, patients and their families, and external agencies.  The medical center should plan for backup communication processes and various other technologies, should the primary communications systems fail.  It is important that responders and incident managers use common terminology; there simply is little or no room for misunderstanding in an emergency situation. 

b.
Relevant Policies on Communications:

· Cyber Attack

· Communications 

c.
Operations During Extended Emergencies.  Because hospitals are considered to be leaders in healthcare in any community, the public expects them to be informed of the risks and to be aware if and when an emergency occurs.  Hospitals conduct ongoing active surveillance within the organization.  When an emergency is detected, the hospital should exercise its plans, particularly through its public affairs staff, for communicating with patients, families and staff, as well as with outside facilities, other healthcare organizations, and other audiences including the public at large and the media.  In an emergency that extends into a mass casualty incident (MCI), it is particularly essential that hospitals work with the public health officials, other government officials, neighboring healthcare facilities, the lay public, and the press to ensure that rapid and ongoing communications (information-sharing) occurs.


The organization plans for communicating with key audiences when an emergency occurs and response measures are initiated:

· Assign responsibility for staff notification when emergency occurs and response measures are initiated.

· Use reliable communications systems, with good maintenance and repair and with back-ups.

· Establish redundant systems for any means of communication.

· Consider sendwordnow system (system that sends an alert email, cell phone and landline notification at one time).

· Evaluate the use of Clinical Warnings, Alerts and Directives (CWAD) system for staff notification.

· Identify points of contact among local media (e.g., newspaper, radio, television) representatives to report alert information and actions needed for hospital staff to take.


External communication:

· Assign responsibility for external communication; identify persons responsible for updating public health reporting (e.g., infection control), a clinical spokesperson (e.g., Medical Director or Nurse Executive), and a media liaison (e.g., Public Information Officer).

· With guidance from VHA, VISN, state or local health departments, determine the methods, frequency and scope of external communications.

· Identify points of contact among local media (e.g., newspaper, radio, television) representatives, public officials and community leaders.

· Develop and test a ring-down system between facilities in the community.

· Develop and test operating unit templates for communication systems failure.

· Develop a plan for monitoring and reporting of outages, consequences and interim communication methods.
· Consider use of cell phones, e-mail, couriers, satellite phones, blackberries, email and radios.


Things to consider:
1)
Within VA.  If the VHA facility is made aware of a threat/event, whom within VA should be notified?  If a threat/event occurs, who within VA should be notified?

2)
Other Federal Agencies.  Depending on the threat/event, certain federal agencies [Federal Emergency Management Agency (FEMA), Department of Health and Human Services (HHS), Occupational Safety & Health Administration (OSHA), Centers for Disease Control (CDC), Environmental Protection Agency (EPA)] may need to be notified.  For example, OSHA must be notified within eight (8) hours of one (1) employee fatality or if three (3) employee hospitalizations result from a single incident.

3)
Community Entities.  Because of the VA Medical Center’s relationship to the community, it is likely that there are specific entities within the community that should be notified that a threat/event has occurred.  In many cases, this notification will trigger a community response to the threat/event.  Community entities may need to be notified, depending upon the VA Medical Center’s role in the community.

2.
Resources and Assets (EC.4.14)

a.
Introduction.  During emergencies, healthcare organizations that continue to provide care, treatment and services to their patients must sustain essential resources, materials and facilities.  The Emergency Operations Plan should identify how resources and assets will be solicited and acquired from a range of possible sources, such as vendors, neighboring healthcare groups, etc. 


VA treatment facilities will make preparations and develop plans/procedures to ensure that resources and assets critical to an effective emergency response will be available for maintaining ongoing operations following an emergency situation.  Resources and assets may be pre-staged locally, or may be available expeditiously through contingency contracts with vendors.  Other means of ensuring resource/asset availability include intra-VA sources and local and state emergency management agencies.

b.
Relevant Standard Operating Procedures:
· Business Relocation

· Critical Supplies Shortage

· Records Preservation

· Staffing Shortages

· Alternate Care Sites

· VHA Pharmaceutical Cache

· Evacuation (Total)

c.
Operations During Extended Emergencies.  Medical, pharmaceutical and non-medical supplies that will be required at the onset of an emergency response should be available to support operations for up to 96 hours without replenishment from outside sources.

· Plans should be developed for replenishing medical and non-medical supplies and equipment, including personal protective equipment (PPE), for the duration of the response and recovery period.  Plans should take into account that the circumstances of the emergency situation may be such that local replenishment options might not be available for an extended period of time.

· Plans should be developed for replenishing pharmaceutical supplies needed for the response and recovery period.  Sources may include cache stockpiles, either VA-owned or available through local, state or other federal sources.

· Plans should be developed for supporting direct staff needs, such as housing, transportation and incident stress debriefings.  Indirect staff support needs, such as child/elder care, should also be addressed.

· Other potential sources of resources and assets, such as local and regional healthcare organizations, should be explored and included in plans as appropriate.

· Plans should be developed for facility evacuation.  These plans should address transportation of patients, patient information, staff and equipment to an alternative care site in the event that a total evacuation is required.


Additional information on potential sources for resources and assets during an emergency situation may be found in Section 8, External Coordination and Mutual Support, of this Guidebook.

3.
Safety and Security (EC.4.15)

a.
Introduction.  Controlling the movement of individuals into, throughout and out of the organization during an emergency is essential to the safety of patients and staff, and to the security of critical supplies, equipment and utilities.  The Medical Center must determine the type of access and movement to be allowed by staff, patients, visitors, emergency volunteers, vendor’s maintenance and repair workers, utility suppliers, and other individuals when emergency measures are initiated.  Factors influencing access and movement vary depending upon the type of emergency and local conditions.  During an emergency, the campus or immediate environment around the Medical Center may be under the authority of the local police or sheriff serving the larger community.  Access to and from the organization on local roads and interstates could be subject to local, state or even federal control.  As an incident evolves, this responsibility and authority may shift from one agency to another.  For this reason, it is important that the EOP include reference to any existing community command structure to provide for an ongoing communication and coordination with this structure.  In the absence of such a command structure, the Medical Center maintains direct contact with the agencies charged with community security. 

b
Relevant Standard Operating Procedures:
· Bomb Threat

· Civil Disturbance

· Hostage/Barricade Situations

· Terrorist Threats

· Violence in the Workplace

· External Chemical Event

· Internal Chemical Event

· Healthcare First Receiver Decontamination 

· Alerting and Warning System

· Facility Access Control

· Lockdown-Heightened Security Procedures

· Fire Suppression System Failure

· Clinical Laboratory Biosafety and Biosecurity 

c.
Operations During Extended Emergencies:
· The first source of additional security personnel would be other VAMCs in the VISN due to familiarity with VA police procedures.  The same principle applies to Occupational Safety and Health professionals.  If travel difficulties prevent the use of outside VA employees, extended hours for local VA employees is a viable alternative.  

· Extended emergencies could require community support from local law enforcement, contact security agencies or the National Guard.   

· There is a need for heightened awareness concerning Facility Access Control, as the circumstances that cause extended emergencies present opportunities for malefactors to take advantage of the disturbances in normal operations.  

· At the beginning of each workday during an extended emergency, as well as other regular and frequent intervals, inspect the interior and exterior of buildings for suspicious packages.  Use staff to check their own work areas, as they will be most familiar with something that is out-of-place or suspicious in nature.  VA Police, Environmental Management Service (EMS) and Facilities Engineering should concentrate on public/common areas.

· Review Security Alert Levels and Taskings with the Police forces responsible for security at the local facility.  

· Ensure operational testing of building security plans and alarms, particularly the lockdown procedure.  The heightened perils of extended emergencies call for assurances that alarms, such as panic alarms, fire alarms, and doors that automatically lock, are acting as they should.  These activities should be carried on during each shift of the extended emergency.  If deficiencies are encountered, repairs should be made.  If repairs cannot be made immediately, increased patrols or permanently placing a person in the area of the malfunctioning piece of equipment should be considered.  Such a person must be capable of monitoring the piece of equipment, and summoning aid as required.  There is no need to place a uniformed officer in the role of a watchman. 

· The Chief of Policy and Security must be familiar with law enforcement officials in the community at every level of government, in case there is a need for outside assistance during an extended emergency.  

· The Chief of Occupational Health and Safety must also be involved in the community, in case the skill set of a safety professional is needed during an extended emergency to keep the Medical Center open and functioning in a satisfactory manner.  
· One of the annexes to the Emergency Operations Plan should contain the contact information to local law enforcement and the local hospital association.  

· The Hazardous Materials Management Plan should be reviewed to establish the manpower requirements to keep the collection process for hazardous waste on schedule, and not allow for a collection of waste to accumulate.   

· The Medical Center’s policy on wandering patients should be reviewed to assure alarms and door looks are operating properly in areas where at-risk patients are concentrated. 

· Vehicular traffic into the Medical Center should be controlled on a vehicle-by-vehicle basis for the duration of the extended emergency.  Vehicles not readily identifiable as one operated by a VA employee should be stopped and questioned.  

4.
Managing Staff Roles and Responsibilities (EC.4.16)

a.
Introduction.  The ability to deliver quality healthcare is dependent upon adequate staffing and optimum health and welfare of staff.  During a disaster situation or a mass casualty incident (MCI), the healthcare workforce will be stressed physically and psychologically.  An acute staffing shortage may arise from an MCI event; such as an epidemic, an industrial accident, terrorist event or a natural disaster (e.g. blizzard) that could cause difficulty in transportation due to safety concerns.  Healthcare facilities must be prepared to: 1) provide quality care to the patients regardless of the situation; 2) protect healthy workers from exposure in the healthcare setting, through the use of appropriate Personal Protective Equipment (PPE); 3) evaluate and manage symptomatic and/or ill personnel; 4) evaluate/support transportation needs of staff; and, 5) provide psychosocial support to workers and their families to assist in sustaining the workforce, to ensure appropriate numbers and levels of staff available to provide quality care. 

b.
Relevant Standard Operating Procedures:
· Staffing Shortages 

c.
Operations During Extended Emergencies
1)
Surge capacity.  Healthcare facilities should plan ahead to address emergency staffing needs and possible increase demands for isolation wards, Intensive Care Units (ICUs), assisted ventilation services, and consumable and durable medical equipment/ supply needs. 

2)
Staff planning for extended MCI (96 hours).
· Assign responsibility for the assessment and coordination of staffing during an emergency.

· Estimate the number and categories of personnel needed to care for a patient or group of patients with injuries or illness (depending on the type of MCI and care needed) for a given day.

· Plan to provide local support within the facility or at the community level for up to 96 hours, without outside assistance.

· Determine how the facility will meet staffing needs as the number of patients increase and/or as healthcare workers become ill or stay home with ill family members.  Consider the following:

· Assigning patient care responsibilities to clinical administrators.
· Recruiting retired healthcare personnel.
· Using in-training staff (e.g., medical and nursing students).
· Using patients’ families or other volunteers in an ancillary healthcare capacity (e.g., pass water, changes linens, visit with patients).
· Collaborate with local and regional healthcare planning groups in an attempt to achieve adequate staffing of the hospital during a MCI (e.g., decide if and how staff-sharing will occur between healthcare facilities, determine how salary issues will be addressed for shared employees, consider ways to increase the number of home healthcare staff to reduce the number of admissions during the emergency). 

· State and local health departments can help assess the feasibility of recruiting staff from different hospitals and/or regions, working in coordination with federal facilities, including the Veterans Administration and Department of Defense hospitals.  Healthcare facilities may implement these arrangements through Mutual Aid Agreements (MAA) or Memoranda of Understanding/Agreements (MOU/A).

· Increase cross training of personnel to provide support for essential patient care areas at times of severe staffing shortages (e.g., Emergency Departments, ICUs or medical units).
· Identify essential, support personnel critical in a MCI.
3)
Staff are trained for their assigned roles and responsibilities in a MCI.

· Identify roles and responsibilities of staff positions that are identified as critical in a MCI.

· Provide ongoing education and training for specific job requirements. 

· Consider all facility healthcare personnel for awareness-level training, and operations-level training for personnel whose role would include donning PPE above level D rating. 

· Identify specific job action sheets, checklists or flow charts for specific roles to be used at the time of a MCI. 

· Provide just-in-time training for specific roles when a MCI occurs, and as additional staff fill roles during the MCI event. 

· Specific job descriptions, based on ICS position descriptions, provide general information that pertain to Incident Management Team positions (see Section 4).
4)
The organization communicates to the Licensed Independent Practitioners (LIP) their roles in emergency response, and to whom they report during an emergent situation. 

· Develop a plan for communication with LIPs regarding their role in the facility and/or community, and who they report to during a MCI. 

· Consider all healthcare personnel for awareness-level training, and operations-level training for personnel whose role would include donning PPE above level D rating.

· Identify job action sheets, checklists and/or flow charts for LIP specific roles to be used at the time of a MCI.

· Provide just-in-time training for specific roles when a MCI occurs and as additional staff change shifts to fill roles during the MCI event.

· Provide on-going education and updates regarding the facility’s and community’s Emergency Operations Plan.

· Consult with the state health department on plans for rapidly credentialing healthcare professionals during a MCI.  This might include defining when an “emergency staffing crisis” can be declared, and identifying emergency laws that allow employment of healthcare personnel with out-of-state licenses.

· Identify insurance and liability issues related to the use of non-facility staff.

· Explore opportunities for recruiting healthcare personnel from other healthcare settings (e.g., medical offices, psychiatric hospitals or clinics, and day-surgery centers).  Consult public health partners about existing state or local personnel.

5)
The organization establishes a process for identifying healthcare providers and other personnel assigned to particular areas during an emergency.

· Consult with the state and local health departments, police departments, etc., on plans for developing standardized facility/community identification for critical personnel in a MCI; such as identification cards, wristbands, vests, hats, badges, computer or computer printouts.  This might include defining when an “emergency staffing crisis” can be declared, and identifying emergency laws that would require staff to use such an identifier to get through traffic, a barricade or an otherwise restricted area. 

5.
Utilities (EC.4.17)
a.
Introduction.  The Joint Commission standard EC.4.17 requires organizations to establish strategies for managing utilities during emergencies.  Organizations must have alternate means of providing for essential utilities, whether through: 

· Negotiated relationships with the primary suppliers.

· Memoranda of Understanding (MOUs) with other organizations in the community.

· Alternative equipment at the organization.

· Provision through a parent entity, etc.

b.
Relevant Standard Operating Procedures.  Sample Standard Operating Procedures for the interruption of various essential utility systems are found in Section 6 and listed below:

Alarm Systems Failure

Electrical Power Failure

Elevators-Vertical Transport Failure

HVAC Failure

Room/Hood Exhaust Failure

Steam Distribution Failure

Internal Transport System Failure

Medical Gases System Failure

Roads and Grounds Blocked

Waste and Debris Removal

Water Delivery/Potability

Mission Critical Systems 


Infrastructure Management

Resource Management

c.
Operation During Extended Emergencies.  The elements of performance associated with EC.4.17 require that, “Organizations identify an alternate means of providing for the following utilities in the event that their supply is compromised or disrupted:”

B1 - Electricity.
B2 - Water needed for consumption and essential care activities.
B3 - Water needed for equipment and sanitary purposes.
B4 - Fuel required for building operations or essential transport activities.
B5 - Other essential utility needs (for example, ventilation, medical gas/vacuum systems, etc.).


These requirements can be viewed as an extension of Joint Commission standards EC.7.10 requiring hospitals to manage utility risks.  As part of this standard, facilities will have previously conducted assessments of every utility system at their facility, and determined which of those utility systems are “essential.”  In addition, facilities will have already identified alternate sources for hospital-defined essential utilities in meeting the elements of performance for EC.7.10.  Organizations should thoroughly review the elements of performance of EC.7.10, and the work already completed to comply with that standard as a basis for developing the strategies required by EC.4.17.  The additional requirements demand that a healthcare organization communicate with its community about their needs, and the community can help meet those needs.


Additionally, the following Joint Commission standards also address Utility Management, and should be reviewed by the organization to identify plans, SOP’s and policies developed that may help to meet EC.4.17:

EC.7.20 - The hospital provided an emergency electrical power source.
EC.7.30 - The hospital maintains, tests and inspects its utility systems.
EC.7.40 - The hospital maintains, tests and inspects its emergency power systems.
EC.7.50 - The hospital maintains, tests and inspects its medical gas and vacuum systems.

Organizations should determine how long they expect to remain open to care for patients, and plan for their utilities accordingly.  In addition, they must address how they will continue operations without community support for up to 96 hours.  It is important to realize that an appropriate response may involve closing or evacuating the healthcare organization after a certain period of time.  For example, an organization may determine that it can be self-sufficient during an emergency for 48 hours, after which point it will initiate evacuation procedures.  However, the organization must also make sure that its evacuation plan can be supported 48 hours after the start of an emergency.

6.
Supporting Strategies for Managing Clinical Activities (EC.4.18)

a.
Introduction.  The fundamental goal of emergency management planning is to protect life and prevent disability.  The manner in which care, treatment and services are provided may vary by type of emergency.  However, certain clinical activities are so fundamental to safe and effective care that the organization should determine how it will re-schedule or manage patient clinical needs, even under the most dynamic situations or in the most austere care environments. 


The emergency triage process will typically result in patients being quickly treated and discharged, admitted for a longer stay, or transferred to a more appropriate source of care.  It is especially important to identify and triage patients whose clinical needs are outside of the usual scope of service of the organization.  A catastrophic emergency may result in the decision to evacuate all patients, because the facility is no longer safe.  Planning for clinical services must address these situations accordingly.  

b.
Relevant Standard Operating Procedures:
Generic Biological Agents

Anthrax Release in the Community or VA Medical Center

Smallpox Release in the Community or VA Medical Center

Respiratory Viral Outbreak Event (e.g., SARS or Pandemic Influenza)
Patients with Radiation Exposure or Radioactive Contamination 

Explosion-Internal VAMC Event (Engineering and Evacuation Considerations) 

Patient Access to Services 

Records Preservation 

Alternate Care Sites

Trauma Management in a Mass Casualty Incident- Blasts/Explosions 

Triage During a Mass Casualty Incident (MCI)

Trauma Management in a Mass Casualty Event-All Hazards Considerations

Evacuation (Total) 

Fatality Management 

Mass Casualty Incident

Outreach

c.
Operations During Extended Emergencies:
· The Pharmaceutical Cache can only be used with the permission of the Medical Center Director. 

· Patient Scheduling is built around several variables that are quantifiable only when the extent of the disaster is known.  In general, any elective or non-emergency procedure should be postponed until the emergency is over.  

· Clinical personnel freed up by cancelling elective or non-emergency procedures should be reassigned to areas where their talents could be used in other clinical situations.  

· Altered Standards of Care, once approved by clinical superiors, should be implemented as required by either the large number of patients or the reduced number of clinicians.  The type of altered standards and when the standard should be implemented are to be decided by the Chief of Staff of the Medical Center.  Altered Standards of Care means taking steps to reduce the amount of time spent with an individual patient.
· Hygiene needs of employees should be addressed by issuing small containers of anti- bacterial soaps, and identifying expanded employee shower areas.
· If required by the conditions of the emergency, employees should be offered personal protective equipment when around patients.
· Counselors should be upgraded to a level of knowledge about the conditions of the emergency as soon as the conditions are known.  Counselors might be put into unfamiliar roles depending on the number of patients, family members and employees in need of some form of counseling to be of service to the hospital community.  Any resident clergy should also be offered training. 

· The Medical Center should be in touch with the local coroner’s office to find out how the coroner’s office will handle the increased load of patients.  

· Palliative care of victims of the emergency will require tracking of the patients’ condition, disposition and custody of personal effects.  

F.
Enclosures
6-1.
Sample Standard Operating Procedure (SOP) Template.

6-2.
Operations Section of ICS (Figure 6.1).

6-3.
Sample Standard Operating Procedures.
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